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07. What data protection or other regulations apply
when gathering physical evidence?
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Generally, the basic principles set out by the GDPR and the Finnish Data Protection Act apply to data
processing in connection with investigations, including evidence gathering: there must be a legal basis for
processing, personal data may only be processed and stored when and for as long as necessary
considering the purposes of processing, etc.

Additionally, if physical evidence concerns the electronic communications (such as emails and online chats)
of an employee, gathering evidence is subject to certain restrictions based on Finnish ePrivacy and
employee privacy laws. As a general rule, an employee’s electronic communications accounts, including
those provided by the employer for work purposes, may not be accessed and electronic communications
may not be searched or reviewed by the employer. In practice, the employer may access such electronic
correspondence only in limited situations stipulated in the Act on Protection of Privacy in Working Life
(759/2004), or by obtaining case-specific consent from the employee, which is typically not possible in
internal investigations, particularly concerning the employee suspected of wrongdoing.

However, monitoring data flow strictly between the employee and the employer's information systems (eg,
the employee saving data to USB sticks, using printers) is allowed under Finnish legislation, provided that
employee emails, chats, etc, are not accessed and monitored. If documentation is unrelated to electronic
communications, it also may be reviewed by the employer. Laptops, paper archives and other similar
company documentation considered "physical evidence" may be investigated while gathering evidence on
the condition that any private documentation, communications, pictures or other content of an employee
are not accessed.
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Dutch data protection rules are based on the EU Data Protection Directive. The employer has to notify the
Dutch Data Protection Authority when processing personal data as part of an internal investigation. Given
that the notification can be accessed publicly, it is recommended that the employer give a sufficiently high-
level description of the case. In addition, the description should be sufficiently broad to include the entire
investigation, and any future expansions of the scope of the investigation. Often companies make filings for
all future internal investigations, without referring to specific matters.

The employer has to notify employees whose personal data is being processed about – among other things
– the purposes of the investigation and any other relevant information. According to the Dutch Data
Protection Act, this information obligation may only be suspended on restricted grounds, i.e. if the purpose
of the investigation is the prevention, detection and prosecution of crimes and postponement is necessary
for the interests of the investigation (e.g., because there is a risk of losing evidence, or collusion by
individuals coordinating responses before being interviewed)). These exceptions on the duty to inform
involved persons must be interpreted very restrictively. As soon as the reason for postponement is no
longer applicable (e.g., because the evidence has been secured), the individuals need to be informed.

Dutch data protection law does not require the consent of employees. Consent given by employees,
however, also cannot compensate for a lack of legitimate purpose or unnecessary or disproportionate data
processing, as the consent given by an employee to its employer is not considered to be voluntary given
the inequality of power between them.

Furthermore, internal company policies may contain specific data protection rules.
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